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Abstract —Digital image watermarking has been proposed to 

protect the digital multimedia content. The main objectives of 

watermarking scheme are robustness, reliability, security 

against numerous attacks. To improve the imperceptibility, 

robustness and capacity of the watermarked image, this paper 

presents a transform domain watermarking method using 

spatial frequency and block SVD. The spatial frequency is used 

to select the appropriate blocks for embedding the watermark 

image by transforming the SVD coefficients of these blocks of 

the cover image. In this paper first we scramble the cover image 

by ZIG-ZAG sequencing and then rearranged. After that Shift 

Invariant Discrete Wavelet Transformed (SIDWT) cover image 

is partioned in to non-overlapping blocks. Then find out the 

spatial frequency of these blocks, those blocks which spatial 

frequency value greater than threshold value are selected for 

embedding process. Now the watermark image directly 

embedded by modifying the SVD coefficient of these blocks and 

get watermarked image. Then inverse process is applied for 

extracting for watermark image form noisy image. Experimental 

outcomes show that the proposed scheme is higher 

imperceptible, robust against various image processing attacks 

and produce improved results as compared to previous presented 

schemes 
 

Index Terms: Shift Invariant Discrete Wavelet Transform 

(SIDWT), Singular Value Decomposition (SVD), Spatial 

Frequency (SF), NCC and PSNR.  

I. INTRODUCTION 

  The rapid development of internet and multimedia 

technology demands security of digital data information over 

the different communication media. Copyright protection, 

proof of ownership, unauthorized accessing of information, 

etc. are the main security concerned related to digital 

technology. There are several techniques such as 

watermarking and cryptography to protect the digital 

information [1-2]. Digital watermarking is one of the 

suitable methods for intellectual property rights related 

problems. Watermarking is a process of embedding security 

features in digital media such as audio, video, image etc. In 

such a way so that it is imperceptible to others. The process of 

embedding of watermark should not generate any artifact in 

image or any other digital media. Watermarking process can 

create visible as invisible watermarked image. However, due 

to the various security concerns invisible watermarking 

process mostly used [3].  
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The desired features of watermarking are security, capacity, 

robustness and imperceptibility [4-6].Watermarking 

algorithm can be broadly classified into two categories’ 

namely spatial domain and frequency domain algorithms. In 

spatial domain techniques’ embedding is done by directly 

modified the pixel values of the carrier digital data. Spatial 

domain watermarking is less robust, comparatively less 

secure and has low complexity [7]. In transform domain 

techniques such as Discrete wavelet transform, Discrete 

cosine transform, Singular value decomposition etc. [8-13] 

extract more information than spatial domain techniques. In 

these techniques embedding is done by modifying 

coefficients of transform domain. The transform domain 

techniques are more robust and have high complexity then 

spatial domain techniques [7-12].Singular value 

decomposition (SVD) mostly using transform for watermark 

embedding by modifying the singular values or U and V ,U or 

V matrices[11-12].The scaling factor plays an important role 

for embedding the watermark strength and  tradeoff between 

robustness and imperceptibility. If it has high value than 

increase the robustness but less imperceptible and vice versa. 

The advantage of block SVD based watermarking is that 

each block treated individually and improves the robustness 

of the scheme [14]. The SIDWT-SVD based watermarking 

overcomes the DWT problems because it is shift invariant 

and has good spatio frequency localization property 

[15-20].The spatial frequency refers to the energy content in 

the image, the image which has sharp edges and lot of detail 

has high spatial frequency and vice versa [21].In this paper 

for enhancing the robustness and security, first we scramble 

the image by ZIG-ZAG sequencing and then rearranged. By 

using the ZIG-ZAG sequencing the pixel are arranged in a 

random fashion to increase the robustness. After that SIDWT 

is applied and segmented the all sub band into 

non-overlapping blocks and then embedded the watermark in 

to the cover image. The blocks are selected on the basis of 

spatial frequency for improving the robustness and 

imperceptibility.  

The rest of the paper systematized as in section II the 

Literature Survey and briefly explained the SVD, SIDWT and 

Spatial frequency. Then in section III proposed method for 

embedding and extracting are presented.  

The Experimental results and comparative analysis are 

shown in section IV. The conclusion of this paper is depicted 

in section V. 
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II. LITERATURE SURVEY 

In this section we summarized the early proposed survey 

related to DWT-SVD, DCT, block-SVD, entropy, spatial 

frequency, SIDWT based watermarking methods. Makbol et 

al. [22] proposed a block based digital image watermarking 

scheme with DWT-SVD. In this scheme blocks are selected 

for embedding the watermark on the basis of edge entropy as 

HVS characteristics and achieved high imperceptibility and 

robustness. Under et al. [23] presented a block based gray 

scale logo watermarking scheme. Reddy et al. [24] presented 

a gray scale watermarking scheme, for embedding 

watermark image significant block is selected on the basis of 

the weight factors of wavelet coefficients and enhanced the 

robustness and security. Bhatnagar et al. [25] proposed a 

DWT based robust gray scale logo watermarking scheme and 

for embedding watermark image, the blocks are selected 

which are arrange ZIG-ZAG sequence and improve the 

visual imperceptibility, security of the scheme. C.H.Chen et 

al. [26] proposed a watermarking scheme, in which 

watermark is embedded in selected block using DCT and 

improve the visual perceptibility. Frankin et al. [27] 

proposed entropy based robust watermarking scheme using 

Hadamard transform techniques for reducing the 

computation complexity. In this scheme watermark data is 

embedded in few blocks not all blocks and the applied attacks 

density is very less even though the imperceptibility and 

robustness is not so good. Li et al. [28] proposed a new 

method on selection of image block from source image on the 

basis of spatial frequency criterion and embedding is done in 

the selective block to improve the imperceptibility and 

robustness of the scheme. Liu et al. [21] present a multi focus 

image fusion techniques for image or videos using DCT. In 

this scheme block are selected on the basis of spatial 

frequency for fusion and improve the visual quality of the 

output image. Rockinger et al. [16] proposed a SIDWT based 

fusion method for improving the temporal stability and 

consistency of the scheme. Xin et al. [29] proposed a SIDWT 

based video fusion method, in this scheme on the basis of 

entropy the approximation target reason is finds out for 

fusion the target reason by using SIDWT and improve the 

results from traditional methods. Ghazy et al. [20] presents a 

DWT and block SVD based watermarking method. In this 

scheme watermark image is embedded into all sub bands 

blocks. In our presented paper for improving the robustness, 

imperceptibility and security, first we scramble the input 

image by ZIG-ZAG sequencing and then rearranged. By 

using the ZIG-ZAG sequencing the pixel are arranged in a 

random fashion to increase the robustness. After that SIDWT 

is applied and segmented the all sub band into non 

overlapping blocks and then blocks are selected on the spatial 

frequency criteria for embedding watermark image. 

A. SVD 

In linear algebra, Singular Value Decomposition (SVD) is 

numerical tool for analysis the image matrix. It decompose 

any  image matrix into three matrices  and 

as , where  and are the left and right 

singular orthogonal matrices, is a diagonal 

matrix known as singular matrix, where is 

singular values. SVD is using in various applications such as 

image compression, image hiding, image watermarking, and 

noise reduction [12,30].The left and right orthogonal 

matrices possessed the geometric information of the image. 

, together known as principal components. The singular 

values hold the intensity information of the image. The SVD 

can be applied on square as well as rectangular image also. It 

can be defined as: 

 

 

 

Where ‘r’ signifies the rank of matrix . SVD has intrinsic 

property and the singular values contains the consistency 

properties that is minor alteration in the singular values do 

not affect the visual property of the image. 
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B. SIDWT  

The Shift Invariant Discrete Wavelet transform (SIDWT) 

is presented by Rockinger et al. [16]. In various literature 

survey the SIDWT known as different nomenclature as 

wavelet translation DWT, Shift invariant frames, Maximum 

overlap Discrete wavelet transform etc. [17-19]. Due to shift 

variant property in DWT, the maximum variation occurs in 

the DWT coefficients and the result is inaccurate extraction 

of the multimedia data. This drawback of DWT can be flash 

out in SIDWT because it is shift invariant. This leads to 

extract reconstruction of image. SIDWT produces the same 

size of sub bands as the original image as shown in Fig.1.  

 

 

 

Fig.1. 1-level DWT and SIDWT sub band decomposition (Lena 

image of size (512×512) 
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The size of the approximation and details sub bands after 

applying SIDWT is same as the original image. The SIDWT 

discard the down sampling over complete wavelet 

coefficients. The Fig.1 shows the sub bands images after 

applying 1-level DWT and SIDWT respectively. The size of 

sub bands at each level decrease in DWT but same in SIDWT. 
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Fig.2. shows the row wise and column vise decomposition 

after applying SIDWT and each row is decompose in  

and , further row is then decompose in to column vise and 

get sub bands at 1-level decomposition.  

represent the detail sub bands. is the approximation low 

frequency sub band and this divided in to next level. At each 

level the coefficients is modified by up sampling by a factor 

 in  level. The advantages are enhancing the 

temporal stability, consistency and also SIDWT based digital 

image processing methods is highly robust than DWT based 

techniques [20]. 

The SIDWT can be obtained by using the following 

equations from (equation 2-7). If  is the wavelet 

coefficient and the scaling sequence is  then equation 

can be written as. 

 
 

 

For incremented next decomposition level  considered 

as an input signal.  and is the low pass and 

high pass filter respectively. and  are the z- 

transform of the  and  

 

 
 

 

When, SIDWT applied on the input image . 

 
 

Where ) represents the wavelet coefficient. If 

 are the shift in the input image. Due to the shift 

invariant the output coefficient exactly same as input 

coefficient represents as: 

 

 
 

Where .   and   for 

some . If the coefficient exactly the same 

then . 

C. Spatial Frequency (SF) 

 Spatial frequency means the extent of detail present in a 

scene per degree of visible perspective. An Image with sharp 

edges and less details have high spatial frequency than one 

compared of large coarse edges [21, 28]. It is rectified version 

of energy measure using image gradient. The spatial 

frequency shown hear can be described by the following 

equations. 

 

 

 
 

Where  and  are the row frequency and Column 

frequency respectively and can be described as: 

 

 
  

 
 

N, is the size of the blocks or image 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig.2. 1-level decomposition of SIDWT 

Fig.3. Cover Images (a) Lena (b) Baboon (c) Goldhill 

(d) Peppers (e) Couples of size (512×512) and 

Watermark image (f) VIP logo of size (128×128) 
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III. PROPOSED SCHEME 

 In this section presents a digital image watermarking 

algorithms that embeds a watermark image into threshold 

determined spatial frequency selected blocks of ZIG-ZAG 

rearranged SIDWT transformed cover image by 

transforming the SVD coefficients of these block. The 

embedding and extracting block diagram are shown in 

Fig.4., Fig.6. and the algorithm steps are given as: 

(a) Watermark Embedding steps: 

1. Reordering of cover image ‘ ’ using ZIG-ZAG 

sequencing and rearranged then get cover image 

‘ ’. 

2. Apply SIDWT on ‘ ’ image and then segmented into 

 non-overlapping blocks of all sub bands. 

3. Calculate the spatial frequency of every block of all 

sub bands by using the given equation 9-10. 

4. Now find out the spatial frequency each block and 

select those blocks which have spatial frequency 

more than threshold value for embedding the 

watermark image. 

5. Apply SVD on selected blocks of all sub bands 

 

Where    is selective block and 

 

6. Modifying the singular values of selected blocks by 

directed embedding the watermark image and then 

applies SVD. 

 

7. Now apply inverse SVD such as: 

 

8. Apply inverse SIDWT to obtain watermarked image 

9.Apply inverse ZIG-ZAG process and rearranged then get 

watermarked image. 
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Fig.5. Watermarked images (a) Lena (b) Baboon (c) Goldhill (d) Peppers (e) Couples of size (512×512) and 

Extracted Watermark image (f) VIP logo of size (128×128) 

            (a)                                   (b)                                (c)                                   (d)                                (e)                              (f)  

Fig.4. Watermark Embedding Block 

Diagram 
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(b) Watermark Extracting steps: 

1. Apply ZIG-ZAG scanning process and rearranged the 

watermarked image  and get the image . 

2. Apply SIDWT on rearranged image . 

 

3. Break the image  into  non overlapping block of 

all sub bands. 

 

4. Now calculate the spatial frequency of each block and that 

block which have spatial frequency more than threshold 

value are selected.  

 

5. Apply SVD on these selective frequency blocks such as: 

 

 
6. Now applying inverse SVD on selected blocks as: 

 

 
 

7. Applying this operation and get the extracted watermark 

image  as. 
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(a)                                            (b)                                           (c)                                         (d)  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig.6. Watermark Extraction Block Diagram 

(e)                                            (f)                                           (g)                                         (h)  

Fig.7. Watermarked Images After applying attacks (a) Gaussian Noise (M=0,V=0.5) (b) Salt 

and Pepper Noise (0.4) (c) Speckle Noise(0.4) (d) Median filtering (7×7) (e) Rotation 

(f) Cropping (g) Resizing (512-256-512) (h) Compression 
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Fig.8. Extracted Watermark Images After applying attacks  

(a) Gaussian Noise (M=0,V=0.5) (b) Salt and Pepper Noise 

(0.4) (c) Speckle Noise (0.4) (d) Median filtering (7×7) 

(e) Rotation (f) Cropping (g) Resizing (512-256-512) 

(h) Compression 
 

Table.1 Imperceptibility and Robustness measures between 

different cover images, watermarked image and extracted 

watermark, original watermark. 

 

 

PSNR/ 

NCC 

Imperceptibility and Robustness Measures 

(without attacks) 

Images 

Lena Baboon Peppers Boat Goldhill 

PSNR 60.744 58.347 57.918 58.886 54.375 

NCC 0.9993 0.9981 0.9873 0.9885 0.9789 

 

Table.2 NCC values between extracted watermark and original 

watermark after applying attacks with different images 

IV. EXPERIMENTAL RESULTS 

The performance of the presented spatial frequency based 

watermarking scheme can be calculated by using 

MATLAB15. This scheme applied on different standard 

images shown in Fig.5. The size of the cover image is 

512×512 and the watermark image is 128×128 and the image 

is containing 64 blocks. Now we calculate the spatial 

frequency by using the equation. The blocks which has 

maximum spatial frequency then threshold value has 

maximum energy are consider for watermark embedding. 

The visual analysis can be calculated by finding out the Peak 

Signal to Noise Ratio (PSNR) by the given equation (18). 

And the robustness can be calculated by finding out by using 

the given equation (19). The accepted value of PSNR is 30dB 

and the range of NCC is between -1 to +1 and its acceptable 

value is 0.75.  

The PSNR value of cover image Lena is 60.744 and the 

correlation coefficients value without attack between 

extracted watermark and original watermark is 0.9993.In 

this paper the comparative result are shown in Fig.9-12 and 

Table.1-4 by taking Lena as cover image and VIP logo as a 

watermark image. 

The PSNR can be finding by the given formula as. 

 
MSE (Mean square error between cover image x and 

watermarked image y) can be calculated as 

 
For robustness we can calculate the normalize correlation 

coefficient (NCC) by given formula. 

 
 

 

 

 

 

Attacks 

NCC Values 

Images 
Lena Baboon Goldhill Peppers Couples 

(a) Gaussian 

Noise(M=0,V=0.5) 
0.7718 0.7575 0.7078 0.7589 0.7118 

(b) Salt & Pepper 

noise(0.4) 
0.8571 0.8057 0.8415 0.8187 0.7991 

(c) Speckle noise(0.4) 0.8478 0.7939 0.8129 0.8292 0.7559 

(d) Median 

filtering(7×7) 
0.8381 0.8083 0.7899 0.7932 0.8015 

(e) Rotation(50
0
) 0.5738 0.5249 0.5153 0.5058 0.4513 

(f) Cropping (30%) 0.6989 0.6712 0.6771 0.6953 0.5987 

(g) 

Resizing(512-256-512

) 

0.8998 0.8188 0.8385 0.8088 0.7877 

(h) Compression 0.8173 0.7749 0.7221 0.8011 0.7876 

(g)                                                          (h) 
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Table.3 Comparison between Previous existing scheme and Proposed Methods 

  

Detail Comparison 
 Ghazy et al.[20] Bhatnagar et al.[25] Proposed Scheme 

Type of  operating Transform DWT+SVD DWT SIDWT+SVD 

Size of Cover Image 256×256 gray 256×256 gray 512×512 gray 

Type of Method Non- Blind Non- Blind Non- Blind 

Operation on Watermark 

before Embedding 

Apply SVD, then embedding into 

all blocks 

No operation , Direct embedding 

into selective blocks 

Apply SVD, then Direct embedding into 

selective blocks 

Block Selection Criteria No Criteria, Selects all Blocks On the basis of Variance On the basis of Spatial Frequency 

Addition of Noise Up to 10% Up to 40% Up to 50% 

Embedding Sub bands All sub bands All sub bands All sub bands 

Median Filtering Up to 3×3 Up to 10×10 Up to 11×11 

Embedding Quality Loosy Loosy Loosy 

Rotation Up to 15° Up to 40° Up to 50° 

Size of  the Watermark 16×16 32×32 128×128 

Scaling Factor 0.05 for LL and 0.005 for 

LH,HL,HH sub bands 

0.45 for LL sub band and 1.0 for 

LH,HL,HH sub bands 

0.3 for LL sub band and 0.6 for LH,HL,HH 

sub bands 

Type of watermark Binary Gray scale Gray Scale 

Tested Input Image Cameraman Lena Lena, Baboon, Goldhil, Peppers, Couples 

 

Table.1 Show the PSNR values by taking different original 

images(Lena, Baboon, Peppers, Boat, Couples) and 

watermarked images as well as also shows the NCC values 

between Original watermark(VIP logo) and extracted 

watermark with no attacks.Table.2 presents the maximum 

correlation coefficient value between original watermark and 

extracted watermark after applying different attacks 

(Gaussian noise, speckle noise, salt and pepper noise, median 

filtering, rotation cropping, resizing, and 

compression).Table.3 shows the detail comparison between 

previous existing scheme and presented 

method.Table.4shows the imperceptibility comparison 

between proposed and previous existing scheme. 

Table.4 Imperceptibility comparison between our and previous 

presented scheme 
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Fig.9 Response of the Median filtering Attack 

Fig.9, the graph shows the median filtering attack response 

with different filter size in between previous presented 

schemes 

Ghazy et al.[20], Bhatnagar et al.[25] and our proposed 

scheme. 
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Fig.10 Response of the Rotation attack 

Fig.10 shows the rotation attack response with different 

angle in between previous presented method and our 

presented method. The graph shows that the proposed 

method gave the better response then previous scheme. 

10% 20% 30% 40% 50%
0

0.2

0.4

0.6

0.8

1

 

 
Ghazy et al.[20]

Bhatnagar et al.[25]

Proposed scheme

 

Fig.11 Response of the Gaussian Noise attack 

 

 

 

 

Schemes PSNR 

Proposed Scheme 61.837 

Ghazy et al.[20] 46.386 

Bhatnagar et al.[25] 57.746 
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Fig.11 shows the response of the Gaussian noise attack with 

different percentage of noise in between previous presented 

scheme and our proposed scheme. Seeing this graph we can 

say that the proposed scheme gave the better response then 

previous schemes. 
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Fig.12 Response of the Compression attack 

 

Fig.12 shows the response of compression attack with 

different compression ratio in between previous presented 

scheme and our proposed scheme. After analysis these 

numerical values in different tables from Table.1-4 and 

graphs from Fig.9-12, we can say that the presented scheme 

is resist against different attacks such as Gaussian noise, 

speckle noise, Pepper and salt noise, median filtering, 

rotation, compression and have high capacity and more 

imperceptible and highly robust. 

 

Comparative analysis 

In this section the proposed scheme compared with the 

previous presented scheme. Ghazy et al. [20] and Bhatnagar 

et al. [25] In comparison the cover host image size is 

512×512 and watermark image size is 128×128. Ghazy 

proposed a DWT-SVD based block wise digital image 

watermarking scheme, in this proposed scheme the host 

image size is 256×256 and watermark image size is 16×16, 

and modify the singular value of all blocks of host image for 

embedded. In this scheme watermark is embedded into all 

blocks, due to this increase the payload and reduce the 

imperceptibility. Bhatnagar et al. proposed a DWT based 

robust logo watermarking scheme, in this scheme each 

blocks are arranged via ZIG-ZAG sequence, after that 

calculate the variance of each block determine the threshold 

value and then find the selected blocks, then watermark is 

embedded into selected blocks not all blocks so reduce the 

payload and increase the imperceptibility. In our proposed 

scheme for improving the imperceptibility, robustness and 

capacity of the watermarked image, SIDWT transformed 

cover image is portioned in to non- overlapping blocks and 

after that select those block which has spatial frequency value 

greater than the threshold value and then watermark image is 

embedded in to selected blocks. After seeing the numerical 

values from Table.1-4 and analysis the graph shown in 

Fig.9-12 conclude that the presented scheme is more 

imperceptible, highly robust, low data payload and perform 

better than previous presented schemes. 

 

 

V. CONCLUSION 
 

This paper presents a new approach of watermarking in the 

transformed domain using spatial frequency and block SVD 

method. For improving the robustness, the image pixels are 

reordered by using ZIG-ZAG scanning. The watermark 

image is embedded into the selected robust block acquired by 

spatial frequency criteria. The spatial frequency criteria 

improve the imperceptibility of the watermarked image. The 

benefit of block- based techniques is to attend the every block 

separately, which enhance the visual quality and robustness. 

This scheme has more embedding capacity and a little 

deterioration in the image due to shift invariant discrete 

wavelet transform (SIDWT) and singular value 

decomposition (SVD) properties. The future scope of this 

presented method is that to make it adaptive by using 

numerous optimization techniques. Experimental issues 

depicts that the presented scheme is tolerate the numerous 

image processing and noise attacks such as rotation, 

cropping, resizing, compression, Gaussian noise, salt and 

pepper noise, speckle noise and also perform better in terms 

of imperceptibility, robustness, capacity then previous 

presented scheme. 
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